CIM Standards Compliance
Purpose of the CIM standards
The primary purpose for the development of the Common Information Model (CIM) and companion IEC Technical Committee (TC)  57 Working Group (WG) 13 Energy Management System API and WG 14 System Interfaces For Distribution Management standards is to:
1. Reduce the cost and time required to add new electric utility applications.
2. Protect the investment in existing electric utility applications by enabling interoperability between native CIM and non CIM applications.

WG 13’s IEC 61970 and WG 14’s IEC 61968 series of standards are intended to facilitate integration of various distributed software application systems supporting the operation and management of utility electrical networks. The standards specify the interfaces that an application should implement to exchange information with other applications and/or to access publicly available data in a standard way. The application interfaces describe the content and format of the data exchanged as well as the mechanism
. For the development of new applications, this standardization enables knowing what and how information is available for processing from other applications as well as what and how information is expected by other applications. For the integration of an existing application, the standards enable a single adapter to be supplied off the shelf for a given infrastructure technology profile independent of who developed the application.

These standards define requirements, an integration architecture, and interfaces for the major utility applications including, but not limited to:
· Energy/Distribution Management Systems
· Transmission/Distribution Planning Systems
· Work and Asset Management Systems

· Outage Management Systems
· Customer Information Systems
· Geographic Information  Systems 

The CIM standards can be applied in any utility domain where a common model is needed to facilitate interoperability and plug compatibility between applications and systems independent of any particular implementation. 
Documents Used to Define Compliance

CIM Compliance relies on documents maintained by the UCA International Users Group and CIM Users Group as well as standards maintained by the IEC and others.  

CIM Compliance includes the use of both accepted and draft standards.  However, some additional consideration is provided if compliance is tested against Draft standards.  If a company is willing to step up and implement a software product or system using a draft standard that may change, this is at least a Research and Development effort since what is developed may not ever be useful once the draft is modified. 

Notwithstanding the above consideration, the following accepted and draft standards are used as the requirements specifications to prove compliance:

	Version
	Title 
	Last Revision Date


	
	UCA Quality Assurance Program for IEC Product Testing and Test System Accreditation and Recognition
	

	
	UCA Quality Assurance Program Addendum For IEC 61968/61970 Specific Product Testing
	

	
	CIM User Group Test Procedures for IEC 61968/61970
	

	Adopted Standard
	IEC 61970-301, an application program interface (API) for an energy management system (EMS)
	

	Draft Revision 5
	IEC 61970: Energy Management System Application Program Interface (EMS-API) – Part 402: Base Services
	18 September 2003

	Draft
	IEC 61970: Energy Management System Application Program Interface (EMS-API) – Part 401: Component Interface Specification (CIS) Framework
	

	Draft Revision 7
	IEC 61970: Energy Management System Application Program Interface (EMS-API) – Part 403: Generic Data Access
	1 July 2005

	Draft Revision 5
	IEC 61970: Energy Management System Application Program Interface (EMS-API) - Part 404: High Speed Data Access (HSDA)
	16 June 2005

	Draft Revision 5
	IEC 61970: Energy Management System Application Program Interface (EMS-API) - Part 405: Generic Eventing and Subscription (GES)
	11 August 2005

	Draft Revision 2
	IEC 61970: Energy Management System Application Program Interface (EMS-API) - Part 407: Time Series Data Access (TSDA)
	16 June 2005

	Draft Revision 4
	IEC 61970: Energy Management System Application Program Interface (EMS-API) – Part 501: CIM RDF Schema
	25 February 2004

	Draft Revision 6
	IEC 61970-552-4: Energy Management System Application Program Interface (EMS-API) – Part 552-4: CIM XML Model Exchange Format
	5 May 2005

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 3: Interface Standards for Network Operation
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 4: Interface Standards for Records and Asset Management
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 5: Interface Standards for Operational Planning and Optimization
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 6: Interface Standards for Maintenance and Construction
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 7: Interface Standards for Network Extension Planning
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 8: Interface Standards for Customer Inquiry
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 9: Interface Standards for Meter Reading and Control
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 11: Common Information Model
	

	Draft
	IEC 61968: Interfaces For Distribution Management - Part 13: CIM RDF  Model Exchange Format for Distribution
	


The following standard documents, although not specifically related to CIM compliance, are defining some of the underlying concepts of the above specifications and should be considered as reference documents to help define CIM compliance requirements specifications:

	Version
	Title 
	Last Revision Date

	Adopted Standard, Revision 2.05.1.01
	OPC DA 2.05a Specification
	28 June 2002

	Adopted Standard, Revision 1.20.1.00
	OPC HDA 1.20 Specification
	10 December 2003

	Adopted Standard
	OMG Data Access Facility
	

	Adopted Standard
	OMG Data Access for Industrial Systems
	

	Adopted Standard
	OMG Historical Data Access for Industrial Systems
	


Overview of the CIM standards and their use
The CIM standards include two major types of agreements:

1. The CIM data model – IEC 61970 Part 3 (defined by WG 13) and IEC 61968 Part 11 (defined by WG 14) document the CIM using the Unified Modeling Language (UML).  The CIM is an abstract model that represents all the major objects in an electric utility enterprise. This model includes public classes and attributes for these objects, as well as the relationships between them.
2. Component Interface Specifications (CIS) – IEC 61970 and IEC 61968 document what and how data is supplied or consumed by an application.  An application may consist of one or more components.  A component is a part of an application that provides an indivisible unit of functionality and exposes an interface.  For example, a GIS may receive telemetry data so that it may animate displays.  The telemetry data consumer component is part of the larger GIS application.  The GIS may have other components such as a component that exposes geographic modeling information to other external components.  

There are two types of CIS:

a. A technology neutral description (Platform Independent Model) for what and how to exchange CIM data:  WG 13 specifies what CIM data to exchange and how to exchange it in 61970 Parts 450 – 499.  WG 14 specifies what CIM data to exchange and a format for doing it in 61968 Parts 3 – 10 & 12 - 13.  WG 14 has defined collections of component interface specifications as codified in standard messages.  61968 Parts 3 -10 & 12-13 are organized around use cases. Data exposed by a single component is a subset of the data exchange specified in any 61968 Part 3 – 10 & 12-13 document.  For example, a telemetry data exchange use case describes the interaction of telemetry data supplier components and of telemetry data consumer components.  

b. A technology specific description (Platform Specific Model) for how to exchange CIM data:  WG 13 describes how to exchange data using specific technologies in 61970 Parts 500 – 599.  WG 14 does not standardize an exact exchange mechanism other than to say that CIM data will be exchanged via Enterprise Service Bus.

Since similar services are needed by multiple applications, 61970 service definitions are generic services independent of the particular component that uses them.  For that reason, a CIS may reuse a set of application independent services. The generic service standards documented in 61970 Part 401 – 410 are used by any application to exchange information with another application or for public data access. The collection of these generic services is referred to unofficially as the Generic Interface Definition (GID).  The GID standards include the following:

· Generic Data Access (GDA) – a request/reply-oriented service for access of complex data structures

· High Speed Data Access (HSDA) – a high performance service for access of simple data structures, such as SCADA and other CIM measurement data

· Generic Eventing and Subscription (GES) – a general purpose capability to publish and subscribe to events and alarms

· Time Series Data Access (TSDA) – a service for accessing historical and aggregated CIM measurement data

The 61970 CIS standards describe how the generic services are used to convey the CIM data by specific components.   The technology neutral CIS’s (standardized in 61970 Parts 450 – 499) refer to the technology neutral versions of the GID (standardized in 61970 Parts 402 – 449), while the technology specific CIS’s (standardized in 61970 Parts 500 – 599) refer to the technology specific versions of the GID (typically standardized by other standards bodies such as the OMG or OPC).  The messages defined in 61968 may optionally be conveyed using the GID.
The CIS standards are used to determine compliance with IEC 61970 and IEC 61968.  A software product is compliant with the CIM standards if the product is able to expose internal data to external products in a standard way using the CIM objects and classes as defined in a CIS.   
Additionally, compliance Testing verifies that extensions conform to CIM UML model extension guidelines. These elements should be limited to local use cases and should not be considered for compliance testing – or should be defined as a different level of compliance.
Compliance testing is focused on three major types of tests:
· Transmission and Distribution power system model exchanges via file transfer based on CIM XML standards IEC 61970: Part 554-4: CIM XML Model Exchange Format as well as 61968 Part 13: CIM RDF Model Exchange Format for Distribution.  The part of the CIM that is transferred during an IEC 61970: Part 554-4 test is called the Common Power System Model (CPSM) CIS.  The part of the CIM that is transferred during an IEC 61968: Part 13 test is called the Common Distribution Power System Model (CDPSM
) CIS.  It is expected that other model exchange CIS’s will be developed in the future.
· Tests of data supplier/consumer pairs using the GID service standards. The GID provides for accessing data, including power system model transfers as well as complex and historical queries and periodic high-speed data transfers. The data exchange is accomplished through a standard service operating over industry-standard middleware, such as Web Services, rather than by file transfer. This provides for a much more dynamic exchange of data, even though the data exchanged by be the same. 
· Testing the exchange of messages as standardized by WG14 in 61968 Parts 3 – 10 & 12-13. These standards specify which CIM classes are mandatory and optional for business transactions of various types. The standards are defined as XML schemas for messages, where the XML elements and attributes are based on the CIM class attributes.  
What is CIM Compliant

When discussing compliance to the CIM standards it is important to clearly define compliance:  

1. What does it mean to be “CIM Compliant”

2. What “CIM Compliant” does not mean

CIM Compliance is evaluated via conformance to a CIS.  Conformance to a CIS may be validated by a Conformance Test or an Interoperability Test.  CIM Compliance is meaningless unless applied to a particular use case which defines exactly what subset of the CIM is exchanged and how.  The CIM model without a CIS cannot be used to define compliance.  That is, compliance deals with a limited set of messages and data that is exchanged or accessed at a standard interface as restricted by a use case.

There may be several issues related to compliance including Validation for a specific standard and a specific release of a standard
:

1. Validation that exposed data is provided in a format that uses the CIM objects and classes

2. Validation that the output contains the correct syntax, form, structure, etc.

3. Validation of the operation of a service.

Compliance is demonstrated by conformance testing.  Conformance testing consists of validating that the interface to an application or system conforms to a standard. Conformance is determined based on the exposure of a limited set of messages and data in a CIM-structured format via a standard service and format.  

For example, conformance testing of the IEC 61970 Part 554-4: CIM XML Model Exchange Format and IEC 61968-13 CIM RDF Model Exchange Format for Distribution CIS validates that the specific model elements defined in the CIS are exchanged via a specified file format.  CIM classes not included in the minimum data requirements are not tested for and are not required for conformance.  Only the specified file format is required for conformance.
To provide another example, conformance testing of the SCADA CIS, which defines a data model and a service for exchanging measurements within the context of a power system model, verifies that the measurement model defined in the CIS is exchanged using a GID interface and that these measurements can be discovered via the GID within a hierarchy derived from a specific CPSM or CDPSM CIM XML file.    
To provide another example, conformance testing of the message standards defined in the 61968 series of standards validates that messages exported/imported or exchanged programmatically conform to the message structure defined in the CIS.  A 61968 message structure is defined using XML Schema.  
At the present time, CIM conformance testing is limited to model/message based and GID based exchange of data and measurements related to the portion of the CIM standard defined in the CPSM and the Common Distribution Power System Model (CDPSM).

What CIM Compliant does NOT mean

The list below presents some false assertions about what is considered compliance to the CIM standards for a software product or system and well as a response for why the assertion is false.  

· Assertion: An application must expose all CIM data classes, attributes, and associations.
Response: What CIM data and how an application must expose is strictly limited by a CIS.  A CIS will only refer to a portion of the CIM, as well as a limited set of GID functions, or specific file format. 
· Assertion: An application uses the CIM objects and classes as defined in the standard as part of the product’s internal data structures. 
Response: How an application models data internally is not standardized.  The CIM standards only refer to the exchange of data.
· Assertion: An application cannot use any extensions to the CIM standard.  
Response: Extensions are fine as long as they are identified with the exposed message or data. That is, there is an explicit namespace prefix in the XML schema.
· Assertion: Compliance is validated via Interoperability Tests.
Response: Interoperability testing consists of validating the exchange of data between specific products of two or more vendors.  The purpose of Interoperability testing is not specifically meant to validate compliance, but can be useful to end users as a demonstration of the success and usefulness of the CIM standards.

Interoperability Testing versus CIM Conformance Testing
While interoperability testing provides a place to more fully test out standards, two products can interoperate and not be strictly conformance.  For example, interoperability testing of the 61970 Part 554-4: CIM XML Model Exchange Format and 61968-13 CIM RDF Model Exchange Format for Distribution CIS verifies the semantics of the exchange are understood across products from different vendors.  A GID based interoperability test involves the exchange of files or a GID client attaching to a GID server from two different vendors.  In the GID case, the client would subscribe to the messages defined in the CIS and then process them after receiving them programmatically.  In either case, conformance cannot be certified as both vendor may misinterpret or deviate from a standard in the same way.
Interoperability testing verifies the same CIS’s using the same Conformance Blocks and Profiles as Conformance Testing.  The general objectives of the interoperability tests are:

1. Demonstrate interoperability between different products based on the CIM and/or GID. 

2. Verify conformance with a CIS for those CIM classes/attributes involved in the information exchanges. 

3. Demonstrate the exchange of power system models using the CIM and an RDF Schema and XML representation of the model data.

4. Demonstrate message exchange between different vendor products using the services defined in the interface definition standards.  This includes the GID services provided by the Common Services, HSDA and TSDA standards to provide communication interoperability.
Secondary objectives included the following:
1. Validate the correctness and completeness of IEC draft standards, resulting in higher quality standards by removing discrepancies and clarifying ambiguities.

2. Provide the basis for a more formal interoperability and conformance test suite development for the CIM standards.

Determining Product Conformance
The previous section discussed what is compliance.  This section describes how compliance is determined.  The major issues discussed in the section include:

1. What are the dimensions (CIS, Blocks and Profiles) of compliance
2. How is “CIM Compliance” verified
Compliance Dimensions
There are three dimensions to consider when determining CIM Compliance.  That is, a product is compliant with the CIM standards as described by three orthogonal parameters:

· Component Interface Specification – A product may support one or more CIS’s as describe in the previous overview of CIM standards.
· Conformance Blocks – For each CIS, a product may support one or more Conformance Blocks

· Technology Profiles – For each CIS and Conformance Block, a product may support one or more technology profiles

The dimensions of compliance are illustrated in the diagram below :
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Conformance Blocks
A Conformance Block is a group of items that are tested together.  For any conformance or Interoperability Test, these groupings are used to verify functionality and adherence to the standard specifications.  Each Conformance Block is associated with one or more test cases and procedures.  Allowed Conformance Blocks include:

1. For data suppliers:

a. Message (file) Output
i. Full
ii. Partial

iii. Incremental

b. Server (GID) Access

i. Browse/Read/Write Reply
ii. Query Reply/Publish

2. For data consumers:

a. Message (file) Input
i. Full
ii. Partial

iii. Incremental

b. Client (GID) Access

i. Browse/Read/Write Request
ii. Query Request/Subscribe

For testing CPSM/CDPSM full model exchange, a Full Message Output or Input Conformance block is used.  For Partial or Incremental CPSM/CDPSM model exchange, a Partial or Incremental Message Output or Input Conformance Blocks is used.  For testing 61968 message exchange, a Full Message Output or Input Conformance Block is used.  Note that Partial and Incremental Message Output or Input Conformance Blocks do not apply to the exchange of 61968 messages.

Note that CIM classes, attributes, and associations may appear in more than one Conformance Block.
Technology Profiles

A Technology Profile defines a particular platform or technology corresponding to the 61970 Part 5 Technology Profiles.  Allowed Profiles at the present time include:

1. GID Microsoft COM Profile
2. GID CORBA Profile
3. GID C Language Profile
4. GID Java Profile
5. GID Web Service Profile 
6. File Transfer Profile
A Conformance Test verifies a CIS and must use one or more Conformance Blocks using a particular Profile.  A product can support multiple CIS’s, Blocks, and Profiles.  

A particular Profile may require additional test cases that apply to the interaction of applications when a particular Profile is used or limitations of particular Profiles.  For example, while a Microsoft COM Profile test may include dynamic discovery of servers, a C Language Profile test cannot.  Therefore the tests for these Profiles may differ.
Blocks and Profiles relate to the testing of a CIS. For example, 61970 Part 554-4: CIM XML Model Exchange Format CIS and 61968-13 CIM RDF Model Exchange Format for Distribution CIS specify File Transfer as the Technology Profile, and six Conformance blocks are for testing: Three message output blocks and three message input blocks. In the SCADA CIS, four Conformance Blocks are included in testing: Two for data suppliers and two for data consumers. The 61968 series messaging standards do not specify a mechanism for exchanging data but can utilize six Conformance Blocks for testing:  Full Message Output/Input, and four GID based blocks for data suppliers and consumers.  
The diagram below illustrates the Compliance Dimensions that a compliant Asset/Work management product could support.
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More typically, a compliant product will likely only support a limited number of CIS, Conformance Blocks or Technology Profiles as illustrated below:
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Conformance Testing
How conformance testing is performed is based on the Conformance Blocks associated with the CIS.  If a CIS only involves programmatic exchange, then GID based conformance testing is performed.  A conformance test for the exchange of CPSM/CDPSM models or 61968 messaging can optionally include both Import/Export as well as GID based conformance testing.

Model/Message Conformance Testing

Model and message conformance testing consists of exchanging a file with a Validation Tool
.  As shown the diagram below, an Export Test consists of a file exported by a System Under Test being imported and validated by a File Validation Tool.  A
 Import Test consists of a validated file being imported by the System Under Test
. 

[image: image4]
Model and Message validation can include but is not limited to:

· Schema validation – For example, validation of 61968 messages consists of a check against the corresponding 61968 XML Schema.
· Cardinality

· Ranges

· Rule Based Constraints

· If, Then statements – For example, if voltage regulation is modeled in the exchange ffile, then required associations include)

GID Based Conformance Testing
GID based conformance testing consists of programmatically connecting a System Under Test to a GID Validation Tool.  As shown the diagram below, a Data Supplier Test consists of data access of the System Under Test by a GID Validation Tool.  A Data Consumer Test consists of access of a GID Validation Tool by the System Under Test as shown below. 


[image: image5]
A data supplier Browse/Read/Write Conformance Block consists of a GID Validation Tool connecting to the System Under Test and browsing its address space.   An address space is a view of a CIM instance data where the address space nodes are the instances of types defined by a CIS type model.  Types not included in the CIS type model are not required for compliance.  Typically this type model is provided in the form of an RDF file.   The address space nodes (instances of CIM classes) in the address space are provided by a CIM XML file.  A subset of the associations that appear in the CIM XML file appears in the address space as dictated by the CIS.  Browsing consists of the GID Validation Tool discovering CIM instance data (nodes) via navigating associations between instances of CIM classes as well as discovery of available attributes.  
The Read part of the conformance test consists of reading the value of properties from the data supplier.  The Write part of the conformance test consists of writing the value of properties in the data supplier. 
A data supplier Query/Publish Conformance Block consists of a GID Validation Tool connecting to the System Under Test and synchronously or asynchronously receiving data prescribed by a CIM XML file
. 
A GID Data Consumer conformance test is shown in the diagram below.
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Glossary
This section provides a Glossary for terms used in this statement and in the CIM UG Compliance Documents and in the CIM UG Quality Assurance Documents

Extension – Any Class, Object or Attribute that is specific to an application or implementation that is outside the official model.  
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� Note that IEC 61968 does not specify exact mechanisms for exchanging data.


� Note that at this time, conformance tools and detailed test procedures are not fully defined or available yet.  





�Check revs, names, and dates


�Ask WG 19 to resolve “profile” terminology


�Fix up


�This text should be more of a comparison and less of a description


�Discuss Validation testing tools.  As part of the QAP, conformance testing tols are used to facilitate product validation and review of test results.  Existing tools can do:  (description of tools and capabilities), 


More tools are in development and will likely be available in the future.  See section 8.2.2 first two sentences


�Is this correct?  What will be process be here?


�Need more text here.
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